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How to access “4csuuseonly” wireless on Windows

Windows 7

1. click on the Windows Start Button, and then click on Control Panel. vour screen
may be similar to:

= B =)

A
[ )U l@ » Control Panel » All Control Panel ltems »

Adjust your computer’s settings

r Action Center ) Administrative Tools

an Backup and Restore Bl Color Management
j‘ Date and Time @ Default Programs
@ Devices and Printers

Folder Options

a2 Device Manager
@ Ease of Access Center

=l Getting Started @ HomeGroup

ﬁz Internet Options &3 Keyboard
» Mouse :‘: Network and Sharing Center

M Performance Information and Tools ! Personalization
3 Power Options

® Region and Language
@ Sync Center

[ Troubleshooting
i Windows Defender

@ Speech Recognition
1 Taskbar and Start Menu
H Windows CardSpace

Eﬁ Windows Mobility Center f]' Windows Update

- | ‘7‘ | Search Control Panel

View by:

[5g AutoPlay
Credential Manager
[ Desktop Gadgets
B Display

1A Fonts

&% Indexing Options

Smallicons ¥

[ Location and Other Sensors

Notification Area Icons

Programs and Features

o
Network and Sharing Center

Check network status, change
network settings and set preferences

3 RemoteApp and Desktop Cd for sharing files and printers.

1% System
8, User Accounts
0 Windows Firewall

ol

2. Then click on Network and Sharing Center. You may have to change the View by:
in the top right corner to “Small icons” for this option to appear.
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3. clickon Manage a8 Emee
wireless networks

on the Ieft Slde Of the Control Panel Home " « . . . ®
View your basic network information and set up connections
screen. Manage wireless networks &a&‘ ® ‘ » See full map
Change adapter settings MC642 el
Change advanced sharing (This computer)
settings
View your active networks Connect to a network

You are currently not connected to any networks.

Change your networking settings

ﬁ. Set up a new connection or network
-

Set up a wireless, broadband, dial-up, ad hoc, or VPN connection; or set up a router or access
point.

Connect to a network
Connect or reconnect to a wireless, wired, dial-up, or VPN network connection.

Access files and printers located on other network computers, or change sharing settings.

'% Choose homegroup and sharing options
-
=

Troubleshoot problems
Diagnose and repair network probl: or get troubleshooting inf

See also
HomeGroup
Internet Options

I Windows Firewall

4: In the next WindOW, Manage wireless networks that use (Wireless Network Connection) I
click Add. This will create

N Windows tries to connect to these networks in the order listed below.
a new wireless network.
Add = Adapter properties  Profiletypes  Network and Sharing Center @

Add a wireless network

0 items

|
&,ﬁ!!
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5. click on Manually
create a network profile.

6. Enter 4csuuseonly as
Network name.

7. Choose WPA2-
Enterprise as Security type.

8. Choose AES as Encryption
type.

9. Security Key should be left
blank.

10.Check the boxes for

“Start this connection
automatically” and “Connect even if
the network is not broadcasting.

11.click Next.

U 21! Manually connect to a wireless network

e TS - - . ==l

How do you want to add a network?

" Manually create a network profie
"2 This creates a new network profile or locates an existing network and saves a profile
for the network on your computer. You need to know the network name (SSID) and
security key (if applicable).

';L Create an ad hoc network
This creates a temporary network for sharing files or an Internet connection

Enter information for the wireless network you want to add

Network name: '4csuuseonl-y
'
Security type: [WPAZ-Enterprise ']
Encryption type: [AES v]
Security Key: \ |_| Hide characters II
Start this connection automatically
Connect even if the network is not broadcasting

Warning: If you select this option, your computer's privacy might be at risk.
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U 1! Manually connect to a wireless network

.

Successfully added 4csuuseonly

12.click Change

connection settings |, # Change connection settings
Click on the Security tab.

Open the connection properties so that I can change the settings.

Close

r4csuuseonly Wireless Network Properties u
searty

Security type: [wpA2Enterprise v
13.Make sure Microsoft: Protected | Enaypton tpe: (45 2)

N
EAP (PEAP) is selected for network
authentication.

Choose a network authentication method:

[ Microsoft: Protected EAP (PEAP) v) | settings
14.Click on Settl ngS next to Microsoft: Remernber my credentials for this connection each
Protected EAP (PEAP). ime i ohaecion

Advanced settings

Lo J[ concel |

%
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g 0 B " R
Protected EAP Properties ' @

When connecting:
Validate server certificate

15.Check the box to Connect to
these servers:

16.Enter the following exactly in the text V| Connect to these servers:
box below the “Connect to these servers” acs-wow.csuohio.edu;acs-backup. csuohio.edu
box:
Trusted Root Certification Authorities:
. . [:] Entrust.net Secure Server Certification Authority -
acs-wow.csuo-hlo.edu ,acs- [] Equifax Secure Certificate Authority
backup.csuohio.edu ["] GeoTrust Global CA

GlobalSign Root CA
[7] GTE CyberTrust Global Root

L

Note that there is no space between the 0 Mirosoft Roat Autharity
“» and the server names [] Microsoft Root Certificate Authority -
’ < | 1 | »

D Do not prompt user to authorize new servers or trusted

. certification authorities.
17.Scroll down the list of “Trusted Root
Certification Authorities” and check
‘G IObaISIgn Root CA Select Authentication Method:
[Semred password (EAP-MSCHAP v2) '] [ Configure... ]
Enable Fast Reconnect

[ Enforce Network Access Protection
[] Disconnect if server does not present cryptobinding TLV
[ Enable Identity Privacy

18. click on Configure next to the “Secured [ EAP MSCHAPY2 Properties @‘
password” and uncheck the option to

“Automatically use my Windows logon and
password.” When connecting:

F Automatically use my Windows logon name and
password (and domain if any).

19.click OK to get back to the previous window. '

Eok ] | Cancel |

20.click OK again to return to the Security tab.
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21 .Now click on Advan Ced Set‘“ ngs . r4csuuseonly Wireless Network Properties M

Connection | Security

Security type: [wpA2-Enterprise -

Encryption type: [AES v]

Choose a network authentication method:
[Microsoft: Protected EAP (PEAP) v|| settings

Remember my credentials for this connection each
time I'm logged on

~

5 _ : E— oG
22 Make sure “Specify authentication 4csuusecnly Wireless Network Properties f&\
mode:” is checked, and set the mode to { | Connection | Security
User authentication. ¢ —
4 Advanced settings =]

) | 802, 1X settings

23.click Save credentials : N mm—
[User authentication '] [ Saye credentials
24.1n the next window, enter your CSU UrERa SR
ID and CampusNet Password in (-
. X
the spaces provided. =i
Save credentials
Saving your credentials allows your computer to connect to the network
25 Click O K when you're not legged on (for example, te download updates).
. . " ' CSUID
26.Click OK again to return to the “Manually uj | |
connect to a wireless network window.” Click . [ Password |
Close.
i [ OK ] [ Cancel
27.You should now be able to connect to e
our network. -urity ty
OK ] [ Cancel
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